
Agenda Item                      3     
 Legal Counsel Review: Yes 
 Meeting Date:  April 8, 2025 

        
TO:   Executive Committee 
 
FROM:     Amber Boone, General Manager 
 
SUBJECT:      Policy Handbook Review 
 
 
Summary: 
 
On November 13, 2024, SOCWA Executive Committee met and provided direction to update the 
SOCWA policies.  SOCWA staff reviewed the SOCWA policies, compared to some Member 
Agency policies, and provided updates to legal counsel for review.  Where appropriate, SOCWA 
staff removed procedures from policies for a future update to an administrative manual for the 
agency.  Included in this staff report is a list of SOCWA policies and a summary of the changes 
in the policies presented in a draft policy handbook. 
 
Discussion: 
 
The following list represent the policies included in the draft Policy Handbook: 
 

1. Artificial Intelligence 
2. Budget 
3. Capitalization and Depreciation of Facilities & Equipment  
4. CEQA Compliance  
5. Conflict of Interest Code  
6. Disposal of Surplus Property  
7. Document Management 
8. Emergency Procurement Policy  
9. External Auditor Policy 
10. Fraud Prevention and Reporting 
11. Government Claims Act Policy 
12. Grant Funding 
13. Interim Dry Weather Nuisance Flow  
14. Investment Policy for Public Funds  
15. Public Records Disclosure  
16. Travel and Expense Reimbursement 
17. Uniform Purchasing Policy 

SOCWA staff included redline versions of the policies to illustrate legal updates to the policies.  
Additionally, the following represent the changes in each policy.   
 
Staff has completed a comprehensive review and update of the Authority's key administrative 
policies to ensure compliance with current regulations, improve operational efficiency, and 
modernize procedures. 
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1. Artificial Intelligence 
 
Board adopted in October 2024, no changes. 
 
2. Budget 
 
Updated language to remove authority to transfer money between funds as requested by the 
February 2025 Board meeting. 
 
3. Capitalization and Depreciation of Facilities & Equipment 
 
Added sections for Technology Assets, Intangible Assets, Asset Tracking, and Disposition while 
maintaining the $5,000 capitalization threshold. Incorporated GASB compliance references (34, 
42, 51) and California Government Code citations relevant to JPAs. Enhanced asset safeguarding 
language and added a five-year policy review recommendation. 
 
4. CEQA Compliance 
 
Transformed technical procedures into a formal board policy emphasizing governance and 
oversight roles. Streamlined language while maintaining compliance elements including 
greenhouse gas analysis and tribal cultural resources. Clearly defined Board and Staff 
responsibilities for environmental review processes. 
 
5. Conflict of Interest Code 
 
Formalized comprehensive policy with clear purpose statements, disclosure categories, and filing 
requirements. Added training provisions, enforcement information, and established a regular 
review cycle. Created a professional format with placeholders for policy number, adoption date, 
and signatures. 
 
6. Disposal of Surplus Property 
 
Increased General Manager's approval threshold from $25,000 to $50,000. Added dedicated 
procedures for technology equipment with data security requirements and environmental 
compliance provisions. Enhanced documentation requirements and added annual reporting to the 
Board. 
 
7. Document Management 
 
Updated to include cloud storage security requirements and digital signature protocols. Added 
comprehensive email management section with classification and retention guidelines. Enhanced 
definition of electronic records to include current technologies. Added specific provisions for 
permanent records in compliance with Government Code Section 60201(d). 
 
8. Emergency Procurement Policy 
 
Established specific dollar thresholds for emergency situations while maintaining appropriate 
controls. Enhanced documentation requirements for FEMA reimbursement eligibility. Created a 
cross-reference guide comparing standard and emergency procurement requirements. 
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9. External Auditor Policy 
 
Maintained multiyear agreement provisions and six-year partner limit with Government Code 
citation. Preserved internal control deficiency correction timeframe. Updated RFP criteria for 
competitive selection. 
 
10. Fraud Prevention and Reporting 
 
Updated gender-specific pronouns to gender-neutral language and increased FPPC gift limit to 
$590. Enhanced whistleblower protections with references to California Labor Code Section 
1102.5. Improved formatting and fixed numbering inconsistencies. 
 
11. Government Claims Act Policy 
 
Enhanced policy structure with improved numbering and expanded definitions. Added clear 
delegation of authority and policy review procedures. Redesigned claim form with improved fields 
and instructions. 
 
12. Grant Funding 
 
New policy request based on grant funding strategy discussions. 
 
13. Interim Dry Weather Nuisance Flow 
 
The policy has been updated to remove references to former member agencies (Moulton Niguel 
Water District, Irvine Ranch Water District, City of San Juan Capistrano, and Trabuco Canyon 
Water District) while retaining current SOCWA members. It clarifies the definition of non-
stormwater discharge and adds "dust control overwetting" as an example of such discharge.  
 
14. Investment Policy for Public Funds 
 
Added California Asset Management Program, U.S. Government Agency Securities, and Money 
Market Mutual Funds to authorized investments. Increased LAIF maximum deposit limit from $40 
million to $75 million. Enhanced regulatory compliance sections and strengthened delegation of 
authority. 
 
15. Public Records Disclosure 
 
Clarified definition of public records and streamlined request process. Updated exemptions, 
security provisions, and copy service pricing. Improved formatting for better readability. 
 
16. Travel and Expense Reimbursement 
 
Increased allowable maximums to reflect current costs: transportation ($600), lodging ($350), and 
meals ($130) daily. Added provisions for technology reimbursement and rideshare services. 
Referenced California Government Code and Public Records Act for compliance. 
 
17. Uniform Purchasing Policy 
 
Board approved December 2024, anticipated formatting change to be consistent with all policies. 
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Recommended Action: Discussion, Direction and Action 
 
Attachment: Draft Policy Handbook 
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I. Purpose

This AI Policy establishes a comprehensive, yet flexible, governance structure for AI systems 
(as defined below) used by, or on behalf of, SOCWA. This AI Policy enables SOCWA to use AI 
systems for the benefit of the member agencies while safeguarding against potential harms. 

The key objectives of this AI Policy are to: 

• Provide guidance that is clear, easy to follow, and supports decision-making for the staff
(full-time, part-time), interns, consultants, contractors, partners, and volunteers who may
be purchasing, configuring, developing, operating, or maintaining SOCWA’s AI systems
or leveraging AI systems to provide services to SOCWA.

• Ensure that when using AI systems, SOCWA or those operating on its behalf, adhere to
the Guiding Principles that represent values with regards to how AI systems are
purchased, configured, developed, operated, or maintained.

• Define roles and responsibilities related to SOCWA’s usage of AI systems.
• Establish and maintain processes to assess and manage risks presented by AI systems

used by SOCWA
• Align the governance of AI systems with existing data governance, security, and privacy

measures in accordance with SOCWA’s Acceptable Use Policy.
• Define prohibited uses of AI systems.
• Establish “sunset” procedures to safely retire AI systems that no longer meet the needs of

SOCWA.
• Define how AI systems may be used for legitimate SOCWA purposes in accordance with

applicable local, state, and federal laws, and existing SOCWA policies.

SOCWA defines “artificial intelligence” or “AI” to be a machine-based system that can, for a given 
set of human-defined objectives, make predictions, recommendations, or decisions influencing 
real or virtual environments.1  

SOCWA defines an “AI system” to be any system, software, sensor, or process that automatically 
generates outputs including, but not limited to, predictions, recommendations, or decisions that 
augment or replace human decision-making. This extends to software, hardware, algorithms, and 
data generated by these systems, used to automate large-scale processes or analyze large data 
sets.2 AI systems use machine- and human-based inputs to perceive real and virtual 
environments; abstract such perceptions into models through analysis in an automated manner; 
and use model inference to formulate options for information or action. 

II. Scope

This AI Policy applies to: 

1. All AI systems deployed by SOCWA and
2. Staff (full-time, part-time), interns, consultants, contractors, partners, and volunteers who

1 Definition from 15 U.S.C. 9401(3). 
2 Definition from United States Executive Order No. 14110 on Safe, Secure, and Trustworthy Development and Use 
of Artificial Intelligence. 

https://uscode.house.gov/view.xhtml?req=(title:15%20section:9401%20edition:prelim)
https://www.whitehouse.gov/briefing-room/presidential-actions/2023/10/30/executive-order-on-the-safe-secure-and-trustworthy-development-and-use-of-artificial-intelligence/
https://www.whitehouse.gov/briefing-room/presidential-actions/2023/10/30/executive-order-on-the-safe-secure-and-trustworthy-development-and-use-of-artificial-intelligence/
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may be purchasing, configuring, developing, operating, or maintaining SOCWA’s AI 
systems or who may be leveraging AI systems to provide services to SOCWA. 
 

III. Guiding Principles for Responsible AI Systems 

These principles describe the SOCWA’s values with regards to how AI systems are purchased, 
configured, developed, operated, or maintained.  

1. Human-Centered Design: AI systems are developed and deployed with a human-
centered approach that evaluates AI powered services for their impact on the public. 

2. Security & Safety: AI systems maintain confidentiality, integrity, and availability through 
safeguards that prevent unauthorized access and use. Implementation of AI systems is 
reliable and safe, and minimizes risks to individuals, society, and the environment. 

3. Privacy: Privacy is preserved in all AI systems by safeguarding personally identifiable 
information (PII) and sensitive data from unauthorized access, disclosure, and 
manipulation. 

4. Transparency: The purpose and use of AI systems is proactively communicated and 
disclosed to the public. An AI system, its data sources, operational model, and policies 
that govern its use are understandable and documented. 

5. Equity: AI systems support equitable outcomes for everyone. Bias in AI systems is 
effectively managed with the intention of reducing harm for anyone impacted by its use. 

6. Accountability: Roles and responsibilities govern the deployment and maintenance of AI 
systems, and human oversight ensures adherence to relevant laws and regulations. 

7. Effectiveness: AI systems are reliable, meet their objectives, and deliver precise and 
dependable outcomes for the utility and contexts in which they are deployed. 

8. Workforce Empowerment: Staff are empowered to use AI in their roles through 
education, training, and collaborations that promote participation and opportunity. 

IV. Roles & Responsibilities 

Several roles are responsible for enforcing this AI Policy, outlined below. 

• SOCWA’s IT Systems Administrator (ITSA), or equivalent position, is responsible for 
directing SOCWA technology resources, policies, projects, services, and coordinating 
the same with other SOCWA departments. The ITSA shall actively ensure AI systems 
are used in accordance with the SOCWA Acceptable Use Policy. The ITSA shall actively 
ensure the AI system is used in accordance with this AI Policy. 

• The ITSA is responsible for overseeing the enterprise security infrastructure, 
cybersecurity operations, updating security policies, procedures, standards, 
guidelines, and monitoring policy compliance.  

• The ITSA is responsible for overseeing the enterprise digital privacy practices, data 
processing practices, and responsible usage of technology in compliance with the 
Acceptable Use Policy. The ITSA is responsible overseeing the privacy practices of 
AI systems used by or on behalf of SOCWA departments.  

• SOCWA departments are responsible for following this AI Policy and following updates 
to this AI Policy and the Acceptable Use Policy and shall check compliance with these 
documents at least annually. 

• The ITSA shall notify SOCWA departments when an update to this AI Policy or the 
Acceptable Use Policy is released. 

• SOCWA General Counsel is responsible for advising of any legal issues or risks 
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associated with AI systems usage by or on behalf of SOCWA departments. 
• The Acting General Manager or General Manager may, at its discretion, inspect the

usage of AI systems and require a department to alter or cease its usage of AI systems
or a partner’s usage of AI systems on behalf of the department.

• The IT Department is responsible for overseeing the procurement of AI systems and
requiring vendors to comply with SOCWA policy standards through contractual
agreements.

V. Policy

When purchasing, configuring, developing, operating, or maintaining AI systems, SOCWA will: 

• Uphold the Guiding Principles for Responsible AI Systems.
• Conduct an AI review to assess the potential risk of AI systems. The ITSA is responsible

for coordinating review of AI systems used by SOCWA.
• Obtain technical documentation about AI systems or create equivalent documentation if

internally developing the AI system.
• Require contractors to comply with this AI Policy overseen by the ITSA; and
• In the event of an incident involving the use of the AI system, SOCWA will follow an

incident response plan in accordance with State and Federal guidelines. The ITSA is
responsible for overseeing the security practices of AI systems used by or on behalf of
SOCWA departments.

Prohibited Uses 

The use of certain AI systems is prohibited due to the sensitive nature of the information 
processed and severe potential risk. This includes the following prohibited purposes: 

• Real-time and covert biometric identification.
• Emotion analysis, or the use of computer vision techniques to classify human facial and

body movements into certain emotions or sentiment (e.g., positive, negative, neutral,
happy, angry, nervous).

• Fully automated decisions that do not require any meaningful human oversight but
substantially impact individuals.

• Social scoring, or the use of AI systems to track and classify individuals based on their
behaviors, socioeconomic status, or personal characteristics.

• Cognitive behavioral manipulation of people or specific vulnerable groups.
• Autonomous weapons systems.

If SOCWA staff become aware of an instance where an AI system has caused harm, staff must 
report the instance to their supervisor and the ITSA within 24 hours. 

No third-party intellectual property (including without limitation copyright protected information, 
confidential or trade secret information, or proprietary information of third parties (i.e., any person 
or entity outside of SOCWA) may be input into any AI system without (i) the express written 
consent of the third party; and (ii) the express written approval of SOCWA management. 

Employees who use AI are responsible for their work product. Therefore, all employees who use 
AI for work purposes are required to review, evaluate, analyze, and approve AI content for 
accuracy, completeness, and responsiveness to the task at hand as if the employee created the 
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work product without use of AI. This also includes a review to ensure that AI content has not 
created or used intellectual property in violation of SOCWA’s or another party’s intellectual 
property rights.   

Employees who use AI are required to save all instructions used to create AI content and make 
such instructions available to management upon request. 

The use of AI to engage in, facilitate, or promote illegal activities or violation of any SOCWA policy 
or practice is strictly prohibited. 

Employees may only use AI programs and platforms that have been approved by SOCWA, in its 
sole discretion. Contact SOCWA’s ITSA to determine if the program and platform have been 
approved for use. 

SOCWA Data 

No SOCWA data (including without limitation trade secret, proprietary, and/or confidential 
information that belongs to SOCWA, including, but not limited to, treatment plant related plans; 
business plans; internal business processes; bids; the identities of clients and prospective clients 
and client and prospective client lists and/or contact information; the terms and conditions of client 
contracts with SOCWA, including pricing information; the terms and conditions of vendor contracts 
with SOCWA, including pricing information; financial information concerning SOCWA; SOCWA’s 
sales, procurement, operations, and other training  information and materials; ; undisclosed 
pricing information; pricing policies; client information and data acquired as a result of Employee’s 
employment with SOCWA; vendor information and data acquired as a result of Employee having 
access to information regarding, participating, or assisting in the purchase of components, 
materials, and/or parts; trade secrets; reports; production, fabrication, materials procurement, 
financial performance forecasts; marketing and sales plans, initiatives, and strategies; research 
and development initiatives and plans and   conclusions made therefrom; and any other 
information regarding the business of clients, prospective clients, and/or vendors; and any other 
information that, if disclosed, may give a competing business an advantage in the marketplace 
(whether or not confidential)) may be input into any AI system without the express written approval 
of SOCWA management. 

No SOCWA employee data (including without limitation names; contact information; personal 
information such as social security numbers, health information, leave information, wages, 
benefits, evaluations, disciplinary records, or other employee-related information (whether or not 
confidential)) may be input into any AI system. 

No member agency or vendor data (including without limitation names; contact information; 
project design, plans, or terms; historical projects; pricing; or other client-related information 
(whether or not confidential)) may be input into any AI system without (i) the express written 
consent of the member agency or vendor; or  (ii) the express written approval of SOCWA 
management. 

Sunset Procedures 
If an AI system operated by SOCWA or on its behalf ceases to provide a positive utility to 
SOCWA’s member agencies as determined by the ITSA then the use of that AI system must be 
halted unless express exception is provided by the Acting General Manager or General Manager 
If the abrupt cessation of the use of that AI system would significantly disrupt the delivery of 
SOCWA services, usage of the AI system shall be gradually phased out over time.  
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Public Records 
SOCWA is subject to the California Public Records Act requests. SOCWA staff must follow all 
current procedures for records retention and disclosure.  

Policy Enforcement 

All employees, representatives, and agents of SOCWA, whether permanent or temporary, 
interns, volunteers, contractors, consultants, vendors, and other third parties operating AI 
systems on behalf of SOCWA are required to abide by this AI Policy and SOCWA’s Acceptable 
Use Policy. 

VI. Violations of the AI Policy

Violations of any section of the AI Policy, including failure to comply with SOCWA’s Acceptable 
Use Policy may be subject to disciplinary action, up to and including termination. Violations 
made by a third party while operating an AI system on behalf of SOCWA may result in a breach 
of contract and/or pursuit of damages. Infractions that violate local, state, federal or 
international law may be remanded to the proper authorities. 

Last Updated: 10/02/2024 
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TO:   Executive Committee 
FROM:     Amber Boone, General Manager 
SUBJECT:      FY 2025-26 Budget Review 
 
 
Summary 
 

This report provides a comprehensive analysis of the budget changes between fiscal years 2024-
25 and 2025-26, highlighting key drivers across each Project Committee (PC), administration, 
and retirement costs. The overall budget shows a net increase of $208,186, representing a 1.13% 
change from the previous fiscal year.  These budget numbers do not include increases in the 
budget from labor for the merit pool or cost of living (COLA) adjustments. 
 
Table 1: Total Draft Budget Comparison between Fiscal Years (FY) 

Project 
Committee 

FY 2025-26 
($) 

FY 2024-25 
($) 

Difference 
($) 

Change 
(%) Budget Driver 

PC2 $8,401,298  $7,838,158  $563,140  7.18% 
3A facility shutdown, 

utility cost increases and 
inflation 

PC5 $820,125  $693,802  $126,323  18.21% 
NPDES permit costs, 

exceedances, and 
special studies 

PC8 $280,941  $344,331  ($63,390) -18.41% Labor reductions 

PC12 $88,400  $274,945  ($186,545) -67.85% 
Salt & Nutrient 

Management plan 
completion 

PC15 $3,645,615  $3,256,411  $389,204  11.95% Utility cost increases 
and inflation 

PC17 $500,892  $641,236  ($140,344) -21.89% Estimated comparison 

PC21 $3,006  $3,051  ($45) -1.47% Minor adjustment 

PC23 $7,514  $7,629  ($115) -1.51% Minor adjustment 

PC24 $710,665  $670,212  $40,453  6.04% Effluent testing; special 
studies 

Total Operating $14,458,455  $13,729,775  $728,680  5.31% Operation increases 

Administration $1,730,344  $2,078,073  ($347,729) -16.73% 
Administrative 

efficiencies & position 
elimination 

General Fund $0  $495,324  ($495,324) -100.00% Included in Admin 

UAL/OPEB $2,477,818  $2,155,259  $322,559  14.97% UAL increase 

TOTAL BUDGET $18,666,617  $18,458,431  $208,186  1.13% Net increase 
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Discussion: 
 
Operating costs for department 01 (operations and maintenance) and department 02 
(environmental services) were focused on the basic needs of the organization as discussions 
ensue related to the future service needs of SOCWA.  Operational needs upstream of the JB 
Latham facility drive additional costs for chemicals and utilities which are reflected in the increased 
budget request for PC2.  PC15 expenses are also driven by chemicals and utility price increases 
with both PC’s resulting from higher insurance costs. 
 
Due to the significant reduction in administration costs a comparative analysis of eight regional 
water and wastewater agencies illustrates a clear correlation between organizational scale and 
administrative efficiency (Graph 1). Agencies serving larger populations consistently demonstrate 
lower administrative overhead percentages due to economies of scale, with rates ranging from 8-
13% for the largest providers to 16-20% for the smallest.  When measured against comparable 
agencies serving similar population sizes, SOCWA’s budgeted current administration rate (Table 
2) of 11.97% positions is comparative to the group.  This represents a decrease from last year's 
rate of 11.90%, reflecting our successful efforts to optimize administration.  Based on this 
benchmark analysis, staff has concluded that the administration department is appropriately sized 
to meet organizational needs while maintaining efficiency standards. The current staff 
complement, and structure allow us to effectively fulfill all administrative functions without excess 
capacity or resource constraints. Further reductions would risk compromising essential services 
and operational support. 
 
Graph 1: Service Population compared to Administration Rate 

 
 
Table 2: Draft FY 25-26 Administration Rate compared to FY 24-25 
 

Administration Rate Calculation 
  Budget FY 25-26 Budget FY 24-25 Difference 
Administration Cost  $                        1,730,344   $             2,573,397   $             843,053  
Total Operational Costs  $                      14,458,455   $          21,633,286   $          7,174,831  
Administration Rate 11.97% 11.90% -0.07% 
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Cost allocations for the budget, once approved, will follow the SOCWA Reorganization 
Agreements dated December 9, 2024. The allocation methodologies are included below for 
reference.  These methodologies will also be included in the discussion at the April 10, 2025, 
Engineering Committee Meeting. 
Project Committee Allocation Methodologies 
PC 2 Costs 
The O&M costs are billed based on solids and liquid costs as specified in the Assignment and 
Assumption Agreement (PC2) (Agreement No.5/Agreement #7 to PC2) in Table 3. 
Table 3: PC2 Cost Allocations 

PC2 - SOCWA JBL Capacity Summary (Owned and Operated by SOCWA) 

Agency Liquids (mgd) 
Solids (mgd) 
(1) 

Solids 
(lbs)(1) 

Common-S 
(%) 

Common - L 
(%) 

SCWD 6.75 7.70 16055 41.62% 51.92% 
SMWD 6.25 10.80 22518 58.38% 48.08% 
Total 13.00 18.50 38573 100% 100% 

MNWD costs are combined with SCWD costs. 
PC 5 Costs 
The O&M costs are billed based on the Assignment and Assumption Agreement (Agreement 
No.6) PC5 in Table 4. 
Table 4: PC5 Cost Allocations 

PC5 - SOCWA San Juan Creek Ocean Outfall 
Capacity Summary (Owned and Operated by 

SOCWA) 

Agency 
Ownership 
(%) 

Hydraulic Capacity 
(mgd) 

CSC 16.620% 13.296 
SCWD 18.829% 15.063 
SMWD 64.551% 51.64 
Total 100.000% 80.00 

MNWD costs are combined with SMWD costs. 
PC 21 & 24 Costs 
The O&M costs are billed based on the Assignment and Assumption Agreement (Agreement 
No.7) PC21 & 24 in Tables 5 & 6. 
Table 5: PC21 Cost Allocations 

PC21 - Effluent Transmission Main (ETM) Capacity 
Summary Reach B/C/D/E (Owned and Maintained 

by SOCWA) 

Agency 
Hydraulic 
Capacity 

Ownership 
Percentage (%) 

ETWD - 
B/C/D 15 100% 
ETWD - E 32.2 100% 



FY 2025-26 Budget Review  Page 4 of 5 
April 8, 2025 
  

 
 
Table 6: PC24 Cost Allocations 

PC24 - Aliso Creek Ocean Outfall (ACOO) 
Capacity Summary (Owned and Operated by 

SOCWA) 

Agency 
Hydraulic Capacity 
(mgd) 

Ownership 
Percent (%) 

CLB 5.500 11.00% 
EBSB 0.390 0.78% 
ETWD 37.955 75.91% 
SCWD 6.155 12.31% 
Total 50.000 100.00% 

MNWD costs have been combined with ETWD costs. 
PC 8 (Pretreatment Costs) 
All costs remain in the budget with direct costs billed to MNWD, per the Moulton Niguel Water 
District SOCWA Continued Services Agreement (Agreement #9) based on where labor worked. 
PC 12 (Water Reclamation Permits) 
The PC12 method of production is detailed by member agency in the following manner. 

• City of San Juan Capistrano (CSJC): The acre-foot sum of the Rosembaum well, the 
Mission Street Well, and the total reclaimed water from the SMWD/CSJC intertie. 

• MNWD: The amount of reclaimed water produced from the Regional Treatment Plant 
(RTP) and the 3A Treatment Plant (split with SMWD). 

• South Coast Water District (SCWD): The total reclaimed water produced from the Coastal 
Treatment Plant (CTP). 

• Santa Margarita Water District (SMWD): The combined sum of reclaimed water produced 
from the 3A Treatment Plant (proportionally split of influent reported with MNWD due to 
no separate recycled water meters), the Oso Creek Water Reclamation Plant (OCWRP), 
the Chiquita Water Reclamation Plant (CWRP), and the Nichols Water Reclamation Plant 
(NWRP). 

• Trabuco Canyon Water District (TCWD): Reclaimed water produced from the Robinson 
Ranch Water Reclamation Plant (RRWRP). 

Table 7 summarizes the recycled water produced per facility.  The cost allocations are based on 
the percent of recycled water produced (% RW). 
Table 7: PC12 Cost Allocations 

PC 12 Recycled Water  
Master Recycled Water Permit 

2024 

  
Region 9 Recycled 

Production % RW Produced 
Member Agency   

  acft % 
MNWD 5125.66 39.53% 
SCWD 639.77 4.93% 
SMWD 6729.81  51.91% 
TCWD 470.24 3.63% 
Total 12965.48 100% 
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PC 15 Common Costs 
MNWD costs have been distributed evenly among the remaining PC15 agencies based on the 
Coastal Treatment Plant Capacity Rights Transfer Agreement (Agreement No.3) and included in 
Table 8. 
Table 8: PC15 Cost Allocations 

PC15 - Coastal Treatment Plant Capacity Summary 
(CTP Owned and Operated by SOCWA: AWT is owned 

by SCWD but operated by SOCWA_ 
Agencies Liquids (mgd) AWT (%) Common (%) 
CLB 3.64 0 54.30 
EBSD 0.2 0 3.00 
SCWD 2.86 100 42.70 
Total 6.7 100 100 

 
 
Advisory Committee Review 
 
The Finance Committee will meet on April 15, 2025, to review the FY 2025-26 draft budget.  
 
Recommended Action: Discussion, Direction and Action 
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TO:   Executive Committee 
 
FROM:     Amber Boone, General Manager 
 
SUBJECT:      SOCWA Governance 
 
 
Summary: 
 
SOCWA staff recommends enhancing the Finance Committee's oversight responsibilities and 
transitioning from monthly to quarterly board meetings. This restructuring reduces administrative 
costs and establishes more comprehensive financial controls. 
 
Discussion: 
 
Staff recommends a quarterly check register review process by the Finance Committee Chair, 
providing an additional layer of scrutiny that ensures all expenditures align with approved budgets 
and organizational policies. This enhanced governance structure delivers the greater financial 
oversight while maintaining transparency to the full board through regular reporting in the General 
Manager’s report. 
 
While addressing these critical financial control needs, staff has also identified opportunities to 
improve SOCWA's overall administrative efficiency through a request to move to quarterly Board 
meetings. Transitioning to quarterly board meetings represents an opportunity to optimize 
SOCWA's operational efficiency while maintaining effective governance. This restructuring will 
reduce staff preparation time by approximately 66% due to 8 less meetings per year, freeing 
executive staff to focus on priority initiatives and core responsibilities during this transition period. 
The quarterly structure eliminates redundant reporting cycles while still providing comprehensive 
oversight through the enhanced committee framework. 
 
SOCWA Governance Proposed Meeting Schedule: 
 
Quarterly Board Meetings (First Thursday of the third quarter month): 

• Q1: March 6, 2025 
• Q2: June 5, 2025 
• Q3: September 4, 2025 
• Q4: December 4, 2025 

 
Quarterly Finance Committee Meetings (First Tuesday after the 20th, prior to the Board meeting): 

• Q1 Review: February 25, 2025 
• Q2 Review: May 27, 2025 
• Q3 Review: August 26, 2025 
• Q4 Review: November 25, 2025 

 
To ensure continued progress on critical initiatives between quarterly board meetings, SOCWA 
staff recommends implementing as-needed Project Committee meetings with the following 
guidelines: 
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• Project Committees may be formed for specific initiatives requiring board oversight 
between quarterly meetings 

• Committees should meet as dictated by project timelines, generally 2-4 weeks before 
board meetings 

• Committee findings and recommendations will be documented and distributed to the full 
board prior to quarterly meetings 

• Time-sensitive decisions within board-approved parameters may be made at the 
committee level 

• All committee actions will be formally reported at the subsequent board meeting 
 

This governance structure maintains continuous oversight of SOCWA's administration while 
optimizing board member time and agency resources during this transitional period. 
 
Recommended Action: Discussion, Direction and Action 
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TO:   Executive Committee 
 
FROM:     Amber Boone, General Manager 
 
SUBJECT:      SOCWA Strategic Direction 
 
 
Summary: 
 
The December 9, 2024, Reorganization agreements included an MOU to develop a “Forward-
Thinking Services Model” at SOCWA.  The following report provides a summary of the discussions 
of a forward-thinking services model developed through collaboration between the General 
Managers' working group (meeting monthly since December 2024) and SOCWA staff, aligned 
with employee feedback and developing organizational values. 
 
 

Discussion: 
 
The MOU directed the working group to strive to enhance operational efficiency, identify 
potential new services and opportunities to generate revenue, establish benchmarks and key 
performance indicators (KPIs), and proposed a phased implementation plan. SOCWA is 
positioned to transform into a dynamic organization leveraging regional leadership and Artificial 
Intelligence (AI) integration, fundamentally changing how wastewater facilities are managed 
through three business lines: 
 

1. Operational & Capital Planning Services: Traditional contract services with operation 
optimization 

2. Regional Task Force Development Services: Collaborative solutions to regional 
challenges 

3. Technical and Regulatory Innovation Hub: Center for advanced technologies and 
regulatory policy leadership 
 

Strategic Framework 
 
The strategic framework integrates operational excellence through streamlined processes, 
optimized resources, and AI-enabled infrastructure, while potentially developing new revenue 
streams via Government-to-Government Services Product Development that creates scalable 
solutions for other public agencies. This approach is supported by robust performance 
management utilizing data-driven decisions with real-time monitoring and optimization strategies. 
Implementation will follow a carefully phased rollout with clear timelines, metrics, and 
accountability measures to ensure successful transformation while maintaining service continuity. 
 
Organizational Alignment 
 
The transformation is built upon core values including integrity, accountability, teamwork, 
innovation, and financial stewardship. Employee survey insights reveal strong support for 
innovation and well-being focus, with identified needs for improved communication and 
accountability. 
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Implementation Timeline 
 

• Phase 1 (Months 1-6): Foundation building, Task force development, baseline metrics 
creation 

• Phase 2 (Months 7-18): Initial implementation of priority initiatives, AI-enabled systems 
pilots 

• Phase 3 (Months 19-30): Expansion of successful initiatives, launch of service products 
• Phase 4 (Months 31-36): Innovation hub establishment 

 
Key Analysis Results 
 

• SOAR Analysis: Identified technical expertise and regional position as key strengths, 
with opportunities in emerging technologies and collaborative solutions (Graphic 1) 

• Stakeholder Network: Developed tiered engagement strategies for member agencies, 
staff, regulators, vendors, and community groups 

 
Graphic 1: SOCWA SOAR Analysis 

 
 

Risk Management 
 
Comprehensive mitigation strategies address service quality maintenance, knowledge transfer, 
employee engagement, and resource planning challenges throughout implementation. 
 
Recommended Action: Discussion, Direction and Action 
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